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PRIVILEGES OF THE FLOOR 

Mr. DODD. I ask unanimous consent 
that Ben Weingrod and Ryan Kehmma 
of my staff be granted the privilege of 
the floor for the duration of the debate 
on the FISA legislation. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. WYDEN. Mr. President, before 
my remarks, I ask unanimous consent 
that Matthew Solomon be granted 
floor privileges during consideration of 
the FISA bill. I make this request on 
behalf of Chairman LEAHY. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

FEDERAL EMPLOYEE PROTECTION 
OF DISCLOSURES ACT 

Ms. MIKULSKI. I ask unanimous 
consent that the Senate proceed to the 
immediate consideration of Calendar 
No. 513, S. 274. 

The PRESIDING OFFICER. The 
clerk will report the bill by title. 

The assistant legislative clerk read 
as follows: 

A bill (S. 274) to amend chapter 23 of title 
5, United States Code, to clarify the disclo-
sures of information protected from prohib-
ited personnel practices, require a statement 
in nondisclosure policies, forms, and agree-
ments that such policies, forms, and agree-
ments conform with certain disclosure pro-
tections, provide certain authority for the 
Special Counsel, and for other purposes. 

There being no objection, the Senate 
proceeded to consider the bill which 
had been reported from the Committee 
on Homeland Security and Government 
Affairs with an amendment to strike 
all after the enacting clause and insert 
in lieu thereof the following: 
SECTION 1. PROTECTION OF CERTAIN DISCLO-

SURES OF INFORMATION BY FED-
ERAL EMPLOYEES. 

(a) SHORT TITLE.—This Act may be cited as 
the ‘‘Federal Employee Protection of Disclosures 
Act’’. 

(b) CLARIFICATION OF DISCLOSURES COV-
ERED.—Section 2302(b)(8) of title 5, United 
States Code, is amended— 

(1) in subparagraph (A)— 
(A) by striking ‘‘which the employee or appli-

cant reasonably believes evidences’’ and insert-
ing ‘‘, without restriction to time, place, form, 
motive, context, or prior disclosure made to any 
person by an employee or applicant, including a 
disclosure made in the ordinary course of an 
employee’s duties, that the employee or appli-
cant reasonably believes is evidence of’’; 

(B) in clause (i), by striking ‘‘a violation’’ and 
inserting ‘‘any violation’’; and 

(C) by striking ‘‘or’’ at the end; 
(2) in subparagraph (B)— 
(A) by striking ‘‘which the employee or appli-

cant reasonably believes evidences’’ and insert-
ing ‘‘, without restriction to time, place, form, 
motive, context, or prior disclosure made to any 
person by an employee or applicant, including a 
disclosure made in the ordinary course of an 
employee’s duties, of information that the em-
ployee or applicant reasonably believes is evi-
dence of’’; 

(B) in clause (i), by striking ‘‘a violation’’ and 
inserting ‘‘any violation (other than a violation 
of this section)’’; and 

(C) in clause (ii), by adding ‘‘or’’ at the end; 
and 

(3) by adding at the end the following: 
‘‘(C) any disclosure that— 

‘‘(i) is made by an employee or applicant of 
information required by law or Executive order 
to be kept secret in the interest of national de-
fense or the conduct of foreign affairs that the 
employee or applicant reasonably believes is di-
rect and specific evidence of— 

‘‘(I) any violation of any law, rule, or regula-
tion; 

‘‘(II) gross mismanagement, a gross waste of 
funds, an abuse of authority, or a substantial 
and specific danger to public health or safety; 
or 

‘‘(III) a false statement to Congress on an 
issue of material fact; and 

‘‘(ii) is made to— 
‘‘(I) a member of a committee of Congress hav-

ing a primary responsibility for oversight of a 
department, agency, or element of the Federal 
Government to which the disclosed information 
relates and who is authorized to receive infor-
mation of the type disclosed; 

‘‘(II) any other Member of Congress who is 
authorized to receive information of the type 
disclosed; or 

‘‘(III) an employee of Congress who has the 
appropriate security clearance and is authorized 
to receive information of the type disclosed.’’. 

(c) COVERED DISCLOSURES.—Section 2302(a)(2) 
of title 5, United States Code, is amended— 

(1) in subparagraph (B)(ii), by striking ‘‘and’’ 
at the end; 

(2) in subparagraph (C)(iii), by striking the 
period at the end and inserting ‘‘; and’’; and 

(3) by adding at the end the following: 
‘‘(D) ‘disclosure’ means a formal or informal 

communication or transmission, but does not in-
clude a communication concerning policy deci-
sions that lawfully exercise discretionary au-
thority unless the employee providing the disclo-
sure reasonably believes that the disclosure evi-
dences— 

‘‘(i) any violation of any law, rule, or regula-
tion; or 

‘‘(ii) gross mismanagement, a gross waste of 
funds, an abuse of authority, or a substantial 
and specific danger to public health or safety.’’. 

(d) REBUTTABLE PRESUMPTION.—Section 
2302(b) of title 5, United States Code, is amended 
by amending the matter following paragraph 
(12) to read as follows: 

‘‘This subsection shall not be construed to au-
thorize the withholding of information from 
Congress or the taking of any personnel action 
against an employee who discloses information 
to Congress. For purposes of paragraph (8), any 
presumption relating to the performance of a 
duty by an employee who has authority to take, 
direct others to take, recommend, or approve 
any personnel action may be rebutted by sub-
stantial evidence. For purposes of paragraph 
(8), a determination as to whether an employee 
or applicant reasonably believes that they have 
disclosed information that evidences any viola-
tion of law, rule, regulation, gross mismanage-
ment, a gross waste of funds, an abuse of au-
thority, or a substantial and specific danger to 
public health or safety shall be made by deter-
mining whether a disinterested observer with 
knowledge of the essential facts known to and 
readily ascertainable by the employee could rea-
sonably conclude that the actions of the Gov-
ernment evidence such violations, mismanage-
ment, waste, abuse, or danger.’’. 

(e) NONDISCLOSURE POLICIES, FORMS, AND 
AGREEMENTS; SECURITY CLEARANCES; AND RE-
TALIATORY INVESTIGATIONS.— 

(1) PERSONNEL ACTION.—Section 2302(a)(2)(A) 
of title 5, United States Code, is amended— 

(A) in clause (x), by striking ‘‘and’’ after the 
semicolon; and 

(B) by redesignating clause (xi) as clause (xiv) 
and inserting after clause (x) the following: 

‘‘(xi) the implementation or enforcement of 
any nondisclosure policy, form, or agreement; 

‘‘(xii) a suspension, revocation, or other deter-
mination relating to a security clearance or any 
other access determination by a covered agency; 

‘‘(xiii) an investigation, other than any min-
isterial or nondiscretionary fact finding activi-
ties necessary for the agency to perform its mis-
sion, of an employee or applicant for employ-
ment because of any activity protected under 
this section; and’’ 

(2) PROHIBITED PERSONNEL PRACTICE.—Section 
2302(b) of title 5, United States Code, is amend-
ed— 

(A) in paragraph (11), by striking ‘‘or’’ at the 
end; 

(B) in paragraph (12), by striking the period 
and inserting a semicolon; and 

(C) by inserting after paragraph (12) the fol-
lowing: 

‘‘(13) implement or enforce any nondisclosure 
policy, form, or agreement, if such policy, form, 
or agreement does not contain the following 
statement: ‘These provisions are consistent with 
and do not supersede, conflict with, or other-
wise alter the employee obligations, rights, or li-
abilities created by Executive Order No. 12958; 
section 7211 of title 5, United States Code (gov-
erning disclosures to Congress); section 1034 of 
title 10, United States Code (governing disclo-
sure to Congress by members of the military); 
section 2302(b)(8) of title 5, United States Code 
(governing disclosures of illegality, waste, 
fraud, abuse, or public health or safety threats); 
the Intelligence Identities Protection Act of 1982 
(50 U.S.C. 421 et seq.) (governing disclosures 
that could expose confidential Government 
agents); and the statutes which protect against 
disclosures that could compromise national se-
curity, including sections 641, 793, 794, 798, and 
952 of title 18, United States Code, and section 
4(b) of the Subversive Activities Control Act of 
1950 (50 U.S.C. 783(b)). The definitions, require-
ments, obligations, rights, sanctions, and liabil-
ities created by such Executive order and such 
statutory provisions are incorporated into this 
agreement and are controlling’; or 

‘‘(14) conduct, or cause to be conducted, an 
investigation, other than any ministerial or 
nondiscretionary fact finding activities nec-
essary for the agency to perform its mission, of 
an employee or applicant for employment be-
cause of any activity protected under this sec-
tion.’’. 

(3) BOARD AND COURT REVIEW OF ACTIONS RE-
LATING TO SECURITY CLEARANCES.— 

(A) IN GENERAL.—Chapter 77 of title 5, United 
States Code, is amended by inserting after sec-
tion 7702 the following: 

‘‘§ 7702a. Actions relating to security clear-
ances 
‘‘(a) In any appeal relating to the suspension, 

revocation, or other determination relating to a 
security clearance or access determination, the 
Merit Systems Protection Board or any review-
ing court— 

‘‘(1) shall determine whether paragraph (8) or 
(9) of section 2302(b) was violated; 

‘‘(2) may not order the President or the des-
ignee of the President to restore a security clear-
ance or otherwise reverse a determination of 
clearance status or reverse an access determina-
tion; and 

‘‘(3) subject to paragraph (2), may issue de-
claratory relief and any other appropriate relief. 

‘‘(b)(1) If, in any final judgment, the Board or 
court declares that any suspension, revocation, 
or other determination with regard to a security 
clearance or access determination was made in 
violation of paragraph (8) or (9) of section 
2302(b), the affected agency shall conduct a re-
view of that suspension, revocation, access de-
termination, or other determination, giving 
great weight to the Board or court judgment. 

‘‘(2) Not later than 30 days after any Board or 
court judgment declaring that a security clear-
ance suspension, revocation, access determina-
tion, or other determination was made in viola-
tion of paragraph (8) or (9) of section 2302(b), 
the affected agency shall issue an unclassified 
report to the congressional committees of juris-
diction (with a classified annex if necessary), 
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